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Objectives: 

 Secure IoT and Edge Computing Environments 

 Develop lightweight cryptographic protocols to enhance security in IoT networks. 

 

Topics Covered: 

 IoT 

 AI-driven network optimization 

 AI-based intrusion detection  

 Anomaly detection in IoT networks 

 

Feedback: 

The session was highly informative and provided an understanding of research aspects in 

networking.  
 

Outcomes: 

The knowledge sharing focused on making modern communication systems more secure, 

efficient, and resilient. It aims to develop AI-powered intrusion detection systems for 

protecting 5G/6G networks and blockchain-based solutions to stop DDoS attacks in SDN. 
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